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Context:

- IDPs certified to UK Government Standards for identity verification
- Good Practice Guide 45
- Landscape: Harder/reducing effectiveness KBVs
- Users don’t like them but criminals do!
Hypothesis:

‘There are potentially more innovative ways in which the requirements of KBVs of Good Practice Guide 45 could be met that would be both secure and be convenient for users.’
Objectives:

1. Market innovation
2. Proposals assessed against Government standards
3. New solutions for KBVs
4. Easier journey for users
5. Lessons for wider public sector
6. Project Report
## Timeline (draft):

<table>
<thead>
<tr>
<th>Dates</th>
<th>Activities</th>
</tr>
</thead>
<tbody>
<tr>
<td>24/10/2016</td>
<td>Open project - invite for proposals</td>
</tr>
<tr>
<td>25/11/2016</td>
<td>Proposal acceptance closed</td>
</tr>
<tr>
<td>w/c 12/12/2016</td>
<td>Inform companies of outcomes (successful etc)</td>
</tr>
<tr>
<td>w/c 16/1/17</td>
<td>Evaluation F2F day - companies to present</td>
</tr>
<tr>
<td>w/c 6/2/17</td>
<td>Project report published</td>
</tr>
</tbody>
</table>
For express of interest / questions:

industry.engagement@digital.cabinet-office.gov.uk